
 

Your network is only as secure as your 
weakest link.  For many organizations, the 
weakest link is the end user.   So how do 
you start strengthening your weakest link?  
Educate, educate, educate!
 
Attend this free seminar event to learn about 
the key elements of a strong end user training 
program.  The following topics will be covered: 

  
• Importance of vigilance in security.

• Effective ways to communicate security message. 

• How end user training is an effective way to 
improve ROI in today’s tight market.

• Why is end user training important?

• Methods to test effectiveness of end user training 
programs / validation and measurement tools.

• Proper response to potential end user security 
violation.

• Phishing / data leakage  / endpoint protection 
(What is it? How do you detect and stop it?) 

• How do you spot security issues in a sea of false 
positives?

 
Register by responding to this 
invitation or at sdgsecure.com   
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501 Darby Creek Road, Suite #9 
Lexington, Kentucky 40509 
Phone: 859.263.7344 / Fax: 859.263.0608 
sdgsecure.com

Securing Your
 Weakest Link

Commonwealth Office for 
Technology - Training Room A & B 
101 Cold Harbor Drive 
Frankfort, KY 40601

 
Featured Speakers:

Brent Crossland 
-Former Deputy Technology Officer at 
the State of Illinois

-Current Business Development 
Manager - State & Local Gov’t at 
Entrust, Inc. 
 
Ben Feinstein 
- Security Researcher with the 
SecureWorks Counter Threat Unit

-Author of RFC 4765 and RFC 4767 
 
-Presented at Black Hat USA, 
DEFCON, ToorCon, ACSAC, IT 
Security World, and several IETF 
meetings 

-Earned a CISSP certification in 2005 
and a GCFA certification in 2007 
 
 
 

Information Secure.  Technology Secure.  SDG Secure.

October 14, 2008

October 14, 2008

10:00 am - 2:00 pm


